Chapter 5

1. ________ technologies lie between the basic infrastructure and the applications that users eventually interact with.  

a. Shareware

b. Middleware  pg. 131

c. Vaporware

d. Freeware

e. Netware

2.  The major functionality of middleware  derives from the ability to ________across time and space.

a. Traverse

b. Transform

c. Communicate   pg. 131

d. Digitize

e. None of the above

3. The middleware that users are most familiar with are _________

a. WebPages

b. Databases

c. Spreadsheets

d. Word Processors

e. Browsers   pg. 133

4. _____________ are computer programs that are designed to interpret Web pages sent using http (protocol) over the Internet.

a. Browsers  pg. 133

b. Routers

c. Viruses

d. Shareware

e. All of the above

5. The essential characteristic of a browser is to allow a user to _______ the World Wide Web.

a. Browse  pg. 133

b. Maintain

c. Program

d. Reengineer

e. Encrypt

6. _________ are small programs that are capable of manipulating user inputs called for by the Web page as it is displayed.  

a. Scripts

b. Defaults

c. Applets   pg. 134

d. Runs

e. Pointers   

7. The most essential element of a ________ is its ability to compile and run designated server programming languages.

a. Browser

b. Server   pg. 136

c. Network

d. Program

e. None of the above

8. __________ are short segments of data that are written on the users’ hard disk.  

a. Passwords

b. Menu’s

c. Cookies  pg. 136

d. Viruses

e. Url’s

9. _________ computers are used to store and process basic accounting data, among other data.

a. Legacy systems pg.136

b. Enterprise system

c. Configured system

d. Networked

e. None of the above

10. ___________ is a technology for securing the communications between parties from unauthorized access, interruption, and authentication.  

a. Shareware

b. Securityware

c. Officeware

d. Encryption   pg 139

e. Privatization  

11. _____is middleware because it converts plaintext on one end of the transmission to an unreadable ciphertext and then, at the other end, translates it back into plaintext.

a. Reverse software

b. Encryption software  pg. 139

c. Transmission software

d. Cipherware

e. Text transmission software

12. _________ includes cell phones with Internet access and more intelligent interfaces such as PDA’s, or personal digital assistants.  

a. Electronic commerce

b. Network commerce

c. International commerce

d. Portable commerce

e. Mobile commerce pg. 139

13. _________ depends on a wireless infrastructure and wireless connection to the Internet.

a. Mobile commerce  pg. 139

b. Electronic commerce

c. Network commerce

d. International commerce

e. Portable commerce

14. The connection between wireless devices and the Internet uses a _________.

a. HTTP protocol

b. STMP protocol

c. XML protocol

d. TCP/IP protocol

e. Wireless Access Protocol    pg. 139

15. The reason it is important that managers understand the fundamentals of ______is that investment decisions depend on managers not misunderstanding how such systems work.  

a. Shareware

b. Vaporware

c. Middleware   pg. 140

d. Outerware

e. Freeware

16. _________ is viewed by many as the “killer” application on the Internet.

a. MSN

b. Email   pg. 143

c. Calendar programs

d. Download sites

e. Project management

17. Internet junk mail is known as _________

a. Worms

b. Trash

c. Pop-up

d. Spam  pg. 144

e. Flaming

18. Many Web applications offer their services for free, but make their profits through _______.

a. Advertisements   pg. 145

b. Dissemination of information

c. Customer service

d. Lotteries

e. Online gambling

19. _________ are intelligent agents, programs that are coded to look for pages and their embedded links. 

a. Applets

b. Scripts 

c. Bots   pg. 146

d. Avatars

e. None of the above

20. The formula for fees for advertising on the Internet can be based on 

a. The number of times an ad is returned to a user

b. The number of click throughs

c. User purchases

d. None of the above

e. All of the above   pg. 146

21. __________ revenue models derive their income from the fact that customers are “referred” to a Website from another site.

a. Subscription

b. Referral   pg. 147

c. Shared infrastructure

d. Product/Service 

e. Other

22. __________ revenue models represent a fee-for-services model that is based on a  flat fee, usually for a certain time period.

a. Subscription  pg. 147

b. Referral

c. Shared infrastructure

d. Product/Service

e. Other

23. In________ revenue models, the revenues can be derived from selling the use of a server-network infrastructure.

a. Subscription

b. Referral

c. Shared infrastructure     pg. 152

d. Product/Service

e. Other

24. __________ interpret Web pages written in HTML (Hyper-text Markup Language or XML (Extensible Markup Language).

a. Windows

b. Scripts

c. Cookies

d. Interfaces

e. Browsers  pg. 133

25. A language that can be used to program server responses is _______.

a. ASP

b. CGI

c. Perl

d. PHP

e. All of the above   pg. 136

26. If one or more _______ have been set, users’ past behaviors and interests can be identified.  

a. Pointers

b. Databases

c. Worms

d. Plug-ins

e. Cookies   pg. 136

27. Languages/applications resident on the client are known as _______.

a. Plug-ins    pg. 137

b. Cookies

c. Worms

d. Databases

e. Pointers

28. _________ software is both a client and server middleware.

a. Shareware

b. Vaporware

c. Encryption   pg. 139

d. Voice recognition

e. None of the above

29. The ability of _________ to access the Internet in an “anyplace” context will transform organizational tasks and likely lead to huge productivity.

a. E-Commerce

b. I-Commerce

c. M-commerce    pg. 139

d. M-life

e. Win-commerce

30. ________ is a substitute protocol for TCP/IP.

a. HTTP

b. WAP   pg.  139

c. XML

d. HTML

e. NEX 

TRUE AND FALSE QUESTIONS

1. A JavaScript applet can send information about who is accessing the Web page to a public site.   T.  pg. 134


2. Browsers are not limited to just displaying symbols, but also manipulating them.  T.  pg. 134


3. The most essential element of a server is its ability to compile and run designated server programming languages.  T.  pg. 136


4. Programs written for a server work to fulfill client requests from the operating system.  F.  pg. 136


5. “Tracks” are short segments of data that are written on the user’s hard disk.  F.  pg. 136


6. Cookies can be disenabled by the user, but the default on most browsers is usually that cookie-setting is enabled.  T.  pg 136


7. The Web page that is downloaded to the user may also rely on language/applications resident on the client.   T.  pg. 137


8. Client and servers are both shareware which translate access.  F.  pg.139


9. Encryption is a technology for securing the communications between parties from unauthorized access, interruption, and authentication.  T.  pg. 139


10. Mobile commerce depends on a wireless infrastructure and wireless connection to the Internet.  T.  pg. 139


11. The protocol typically used for wireless devices is HTTP.   F.  pg. 139


12. Download services are viewed by many as the “killer” application on the Internet.  F.  pg. 143


13. The protocol used by email on the Internet is WAP.  F.  pg. 143


14. Many web applications offer their services for free but make their profits through advertisements.  T.  pg. 145


15. Bots are intelligent agents, programs that are coded to look for pages and their embedded links.  T.  pg. 146


16. Referrals derive their income from the fact that customers are “referred” to a Website from another site.   T.   pg. 147


17. Product/Service Sales-Based Applications represent a fee-for-services model that is based on a flat fee, usually for a certain time period.  F.  pg. 147


18. The Subscription model derives revenues from selling the use of a server-network infrastructure  F.  pg. 148


19. Historically, email was limited to in-house company systems or to communities of interest.  T.  pg. 143


20. When the Internet was created, the limitations of BITNET were removed and commercial and other organizational nodes were permitted.  T.  pg. 143

QUESTIONS

1.  What is middleware technology? Pg. 131
Middleware technologies provide the bridge between networks, which are hidden from users, and the applications to which users are responding.
2.  Describe the purpose of a browser? Pg. 133
The purpose of a browser is to interpret Web pages written in HTML or XML downloaded from a server.  
3.  Name four popular server programming languages. Pg. 136
ASP, CGI, Perl, PHP, or Cold Fusion
4.  Explain the purpose of a "cookie". Pg. 136
Cookies are short segments of data which identify past behaviors and interests of the user and are written on the user's hard disk.
5.  Define encryption. Pg. 139
Encryption is the technology used for securing communications between parties from unauthorized access, interruption, and authentication.  It utilizes a scrambling-descrambling approach to security.  
6.  What is the key differentiating factor in m-Commerce technology? Pg. 139
The key differentiating factor in this technology is that it depends on a wireless infrastructure and wireless connections to the Internet.  
7.  What are the limitations of compact m-Commerce technology? Pg. 139
Only so much information can be conveyed and displayed because of their size.  
8.  What is the protocol used for wireless devices and the Internet?  Pg. 139
The protocol is WAP, or Wireless Access Protocol.  

9.  What is a FTP protocol? Pg. 142
FTP protocol can be activated on the Internet itself or within browsers and the WWW, and allows websites to upload software or data upon user request.  The protocol specializes in transferring files of any type.  
10.  Describe the protocol used by email on the Internet. Pg. 143
The protocol used by email on the Internet is IP.  The portion of the email IP address following the @ symbol is the node.  STMP is another protocol used for email applications. 
11.  What is Spam?  Pg. 144
Spam is Internet junk mail which is broadcast to an email list.
12.  List five revenue models.  Pg. 144
Charges for advertisements, referral fees, subscriptions, product/service sales and Transaction fees. 

13.  What is a common communications media model? Pg. 145
 
Web applications that offer their services for free but make their profits through advertisements.

14.  Which application is viewed as the killer application on the Internet? Pg. 143

Email

15.  Why is it important for managers to understand the fundamentals of middleware? Pg. 140

Investment decisions depend on managers not misunderstanding how such systems work.

16.  Which protocol does the WWW use?  Pg. 141

HTTP

17.  Which protocol can be activated on the Internet itself or within browsers and the WWW, the latter of which allowing Websites to upload software or data upon user request?  Pg. 142

File Transfer Protocol

18.  What are characteristics of email? Pg. 143

It employs its own protocol and has rapidly extended the use of the Internet to hundreds of millions of users.  

19.  How can email be used in NE commerce? Pg. 143

To advertise and to induce sales.

20.  Explain why Spam may be counter-productive pg. 144

Spam can irritate customers rather than win them over.  


